**KLAUZULA INFORMACYJNA
DOTYCZĄCA PRZETWARZANIA DANYCH OSOBOWYCH Z ZASTOSOWANIEM MONITORINGU WIZYJNEGO**

Zgodnie z art. 13 ust. 1 i ust. 2 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku
z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE [Ogólne rozporządzenie o ochronie danych], informuję, że:

1. Administratorem systemu monitoringu wizyjnego jest:

***Szkoła Podstawowa Nr 12 z Oddziałami Integracyjnymi w Głogowie ul. Gomółki 43 67-200 Głogów***

2. Kontakt z osobą odpowiedzialną za ochronę danych – Inspektor Ochrony Danych Osobowych: Jędrzej Bajer e-mail: iod@odoplus.pl tel.: 533 80 70 40

3. Monitoring  wizyjny stosowany jest w celu ochrony mienia oraz zapewnienia właściwego poziomu bezpieczeństwa fizycznego, obiektów i systemów, w których przetwarzane są informacje oraz bezpieczeństwa osób przebywających na terenie placówki.

4. Dane osobowe przetwarzane [w postaci monitoringu wizyjnego] są na podstawie art. 6 ust. 1 lit. c. Ogólnego rozporządzenia o ochronie danych osobowych z dnia 27 kwietnia 2016 r., w związku z art. 108a ustawy Prawo Oświatowe z dnia 14 grudnia 2016 r. [Dz. U. poz. 996, 1000 i 1290 z późn.zm],

5. Twoje dane osobowe będą przechowywane przez okres 3 miesięcy od dnia nagrania. Jedynie w przypadku, w którym nagrania obrazu stanowią dowód w postępowaniu prowadzonym na podstawie prawa lub mamy uzasadnione przesłanki do tego, iż mogą one stanowić dowód w postępowaniu, termin 3 miesięcy ulega przedłużeniu do czasu prawomocnego zakończenia postępowań,

6. Odbiorcami zapisów z monitoringu wizyjnego będą podmioty uprawnione do uzyskania danych osobowych na podstawie przepisów prawa, oraz podmioty udzielające wsparcia placówce na zasadzie zleconych usług i zgodnie z zawartymi umowami powierzenia,

7. Osobie zarejestrowanej przez system monitoringu wizyjnego przysługuje prawo wniesienia skargi do organu nadzorczego - Prezesa Urzędu Ochrony Danych Osobowych, oraz prawo do:

- informacji o istnieniu monitoringu w określonym miejscu, jego zasięgu;
- dostępu do treści swoich danych i ich sprostowania,
- prawo do żądania anonimizacji wizerunku i/lub usunięcia swoich danych,
- ograniczenia przetwarzania swoich danych osobowych,
- przenoszenia swoich danych,
- wniesienia sprzeciwu wobec przetwarzania swoich danych